
USN-4730-1:  PostSRSd
vulnerability
It was discovered that PostSRSd mishandled certain input. A
remote attacker
could use this vulnerability to cause a denial of service via
a long timestamp
tag in an SRS address.
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